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SUBJECT: REQUEST FOR ACADEMIC SUPPORT OF YOUR ESTEEMED
MINISTRY FOR THE INTERNATIONAL CONFERENCE ON
CYBERLAW, CYBERCRIME & CYBERSECURITY, 2019

DDG(GSD)ﬁ‘ /Dm(ps DD)

Dear Sir,

| write this letter to request academic support of your esteemed Ministry for the lntematimal
Conference on Cyberlaw, Cybercrime & Cyber Security 2019.

The International Conference on Cyberlaw, Cybercrime & Cyber Security is taking plac \j}%\
20" to 22" November, 2019 at New Delhi, India. The International Conference on Cyberlaw, /
Cybercrime & Cyber Securityis being organized by Cyberlaws.Net and Pavafd Duggal ¢,

Associates, Advocates, Supreme Court of India. q' L/”& \\
’ \ plo
/k.:‘\:/

Last year, the International Conference on Cyberlaw, Cybercrime & Cybersecurlty, orga zed by
Cyberlaws.Net and Pavan Duggal Associates, Advocates was held from 14" to 16™ November,
2018 at New Delhi.

The International Conference on Cyberlaw, Cybercrime & Cybersecurity 2018 was an important
milestone as it furthered the global discussions on various important issues concerning
cyberspace today. The Conference had 54 different sessions on cutting-edge issues facing
nations, corporates, societies, individuals and other stakeholders. The theme of the International
Conference was “Working towards a Cyber Secure, Artificial Intelligence Ecosystem”. Some of
the important key areas discussed in the Conference included Artificial Intelligence, Cyber
Security, Internet of Things, Blockchains, Cyber Resilience, Cyber Sovereignty, Evolving




Norms of Behavior in Cyberspace, Darknet, Compliances for Corporate Sector, Safeguarding
Critical Information Infrastructure from Cyber Attacks etc.

The Conference was addressed by more than 150 speakers. It was attended by participants from
81 countries including Algeria, Australia, Azerbaijan, Bangladesh, Belarus, Bhutan, Brazil,
Botswana, Bulgaria, Cambodia, Chile, China, Czech Republic, Democratic Republic of Congo,
Ecuador, Egypt, Estonia, Ethiopia, France, Fiji, Gambia, Germany, Georgia, Ghana, Guyana,
Hungary, India, Iran, Israel, Italy, Jamaica, Japan, Jordan, Laos, Lesotho, Liberia, Lithuania,
Luxembourg, Malawi, Malaysia, Malta, Mauritius, Myanmar, Namibia, Nepal, Norway, Niger,
Nigeria, Oman, Portugal, Romania, Russia, Samoa, Scotland, Senegal, Seychelles, Sierra Leone,
Singapore, Spain, Somalia, South Africa, South Korea, Sri Lanka, St. Lucia, Swaziland, Sweden,
Switzerland, Syria, Tanzania, Thailand, Tunisia, Turkmenistan, Uganda, United Kingdom,
United States of America, Uzbekistan, Venezuela, Vietnam, Yemen, Zambia, Zimbabwe.

The Conference was historic inasmuch as it came up with the Outcome Document. The
Outcome Document encapsulated various recommendations provided in different sessions of the
Conference. The Outcome Document was elaborately commented upon and thereafter was
approved by the participants of the International Conference on Cyberlaw, Cybercrime &
Cybersecurity.

The International Conference on Cyberlaw, Cybercrime & Cyber Security shall aim to examine
some of the important aspects pertaining to evolving jurisprudence concerning Cyberlaw,
Cybercrime & Cyber Security.

The International Conference on Cyberlaw, Cybercrime & Cybersecurity has been supported by
more than 110 international and national organizations. These include UNESCO, ITU, UNU-
EGOV in the UN Family, as also by Council of Europe, Europol Cybercrime Centre, Interpol,
Internet Corporation for Assigned Names & Numbers (ICANN), Internet Society, World
Federation of Scientists, International Association of Prosecutors, Global Prosecutors E-Crime
Network, Asia Cloud Computing Association.

The Conference has also been supported by the Ministry of External Affairs, Government of
India; Ministry of Electronics & Information Technology, Government of India; Ministry of Law
& Justice, Government of India; Department of Consumer Affairs, Government and the Ministry
of Housing and Urban Affairs, Government of India.

I am enclosing herewith Brochure of the Conference 2019 for your perusal. More about the
International Conference on Cyberlaw, Cybercrime & Cybersecurity is available
at www.cyberlawcybercrime.com.

I would request your distinguished Ministry to be the academic supporter of the International
Conference on Cyberlaw, Cybercrime & Cybersecurity. For the purposes of academic support,
we are expecting the following from your Ministry:-

a) Logo support of your Ministry so that it could be displayed on the conference backdrop
and also on the conference website. We could give link to the official website of your



Ministry. In addition, we would request your Ministry to provide a link to the conference
website on its website.

b) We could request your Ministry to nominate speakers who could potentially be invited to
come and address the Conference.

c) If your Ministry has any specific papers, publications or articles that it wishes to circulate
to the attendees of the Conference, the same could also be supplied so that the same could
be put in the Conference kit and circulated amongst the attendees of the Conference.

d) We further want to showcase the work done by your Ministry in the overall cyber
ecosystem. We distinctly believe that reinvention of the wheel is of no consequence and
all stakeholders have to come together for the purposes of working together to deal with
complex challenges thrown up by the Cyberlaw, Cybercrime & Cybersecurity ecosystem.

Looking forward to your favourable response in this regard.

Thanking you

Yours faithfully

Dr. Pavan Duggal,

President, Cyberlaws.Net

Advocate, Supreme Court of India

Conference Director, International Conference on Cyberlaw, Cybercrime & Cybersecurity
+91 9810271805 / 9871776180
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ABOUT THE CONFERENCE

The International Conference on Cyberlaw, Cybercrime & Cyber Security 2019 aims to examine and
analyze the emerging Cyberlaw, Cybercrime and Cybersecurity trends of today’s times. The
International Conference will be attended by various international delegates and speakers as also
representatives from the national Diaspora representing the stakeholders in the digital ecosystem and
alive web. These would include representatives from the Central Government & State Governments,
various Ministries, Law Enforcement Agencies, Police, Business, Information Technology, Corporate
Sector, Academicians, Scholars, Service Providers, International Organizations and distinguished
thought leaders.

The International Conference on Cyberlaw, Cybercrime & Cybersecurity has been supported by more
than 110 international and national organizations.

WHAT TO EXPECT FROM THE CONFERENCE

CONFERENCE IS EXPECTED TO BE ADDRESSED BY MORE THAN 150
SPEAKERS

WONDERFUL OPPORTUNITY TO NETWORK WITH INTERNATIONAL
THOUGHT LEADERS UNDER ONE ROOF

GREAT PLACE FOR NETWORKING WITH INDIAN POLICY MAKERS,
GOVERNMENT OFFICIALS, CORPORATE THOUGHT LEADERSAND OTHER
STAKEHOLDERS

REASONS TO ATTEND

* GET TO KNOW SOME OF THE IMPORTANT TRENDS IN CYBERLAW,

CYBERCRIME & CYBERSECURITY

NETWORK AND BUILD YOUR BUSINESS CONTACTS

More than 1100 people are expected to attend the event which consists of Government
leaders, representatives from Law Enforcement Agencies, Government bodies, Security
Professionals, Lawyers, Jurists, Cybercrime Investigators, Corporate leaders from Public and
Private Sector who will congregate in New Delhi from 20" to 22 November, 2019.

GAIN KNOWLEDGE AND LEARN BEST PRACTICES

Opportunity to engage in fascinating dialogues on Cyberlaw, Internet of Things, Cybercrime,
Big Data, Artificial Intelligence, Cyber Security, Robotics and Other important areas



International Conference

on

Cyberlaw, Cybercrime & Cybersecurity

20", 21* & 22" November, 2019

New Delhi, India
DRAFT AGENDA
Session 1 Session 2 Session 3 Session 4 Session 5 Session 6
Cyberlaw Cyber Regulation of | International Regulating Cyber
2019 & Security — Cyber Cooperation | Encryption— | Security &
Beyond Emerging Security — on Cyber Building on Darknet
Threats, Emerging Security & Australian
New National Cyberspace Experience
Breaches and | Legislations Matters
Potential
Future
Session 7 Session 8 Session 9 Session 10 Session 11 Session 12
Crypto Crypto New International | Attribution Critical
Assets Currencies, Emerging Initiatives & of Cyber Information
Regulation | Cybercrime Trends of National Acts — The | Infrastructure
& Regulation | Cybercrimes | Approaches | Progress So | Under Attacks
on Regulating | Far And The | — Challenges
Cybercrimes | Challenges | & Approaches
Ahead
Session 13 | Session 14 Session 15 Session 16 Session 17 Session 18
Emerging Regulating Artificial Liability In Internet of Internet of
Trends on Artificial Intelligence, Artificial Things Things &
Cyber Intelligence | Cybercrime | Intelligence Regulation — Cyber
Sovereignty — The & Ecosystem | Challenges & Security
Progress So | Cybersecurity Opportunities | Breaches —
Far And The Breaches Opening Up
Challenges of a Pandora’s
Ahead Box
Session 19 Session 20 Session 21 Session 22 | Session 23 Session 24
Blockchain in | Varied Norms of Fake News Quantum | Ramifications
Banking, Applications | Behaviourin | — A Real Computing | of Big Data
Finance of Cyberspace — | Threatto | & Privacy — Analytics for
Services & | Blockchain Developments Cyber The Progress Cyber
Insurance & Their So Far Society or So Far & Ecosystem
(BFSI) Sector | Potential A Passing | Challenges
- Impact on Fad? Ahead for




Achievements, | Cyber Cybercrimes
Challenges & | Society & Cyber
Potential Security
Session 25 Session 26 Session 27 Session 28 Session 29 Session 30
Jurisdictional | International Cyber Cyber Peace Growing Challenges
Puzzle In Cyber Resilience& | & Cyber War | Menace of before Law
Cyberspace | Cooperation Cyber — Two Sides Darknet — Enforcement
Mechanisms | Stability — | of the Same Need for Agencies in
and Bilateral | Relevance & Coin Regulation Obtaining
Agreements Topicality Cybercrime
Convictions —
Experiences
Around the
World
Session 31 | Session 32 Session 33 Session 34 Session 35 Session 36
Machine Cyber Protecting | Social Media | Cybercrime Cyber
Learning — Disaster Online Misuse And Capacity Security &
Progress So | Management | Reputation Abuse Building Outer Space —
Far & Way Need for
Ahead Regulation
Session 37 | Session 38 Session 39 Session 40 Session 41 Session 42
Role of Cyber Is Intermediaries | Freedom of | Fighting to
Industry & | Citizenship | International & Data Speech Preserve
Public- Law Really | Repositories Online — Privacy
Private- Applicable And Their How Far, Online
Partnership To Role in How Real?
In Creating Cyberspace? | Developing
An Orderly Cyber Society
Cyber & Cyber
Society Norms
Session 43 Session 44 | Session 45 Session 46 Session 47 Session 48
GDPR & Data Cyber Cyber Protecting Cyber Digital
Protection Security Bullying, Intellectual | Education, Identity, Its
Regulations Safe Cyber Property Cyber Preservation
Post GDPR in | Harbour For | Nuisance & Rights in Hygiene & and
Different Companies Cyber Cyberspace Cyber Challenges
Countries — | in Insurance | Harassment -A Etiquettes — Cyber
Implementation Sector in New Age Constant New Age Terrorism &
& Impact Internet Challenge | Requirement Cyber
Radicalization
— Is Threat
Over or Do
We need to
Prepare To




Face the

Same?
Session 49 Session 50 Session 51 Session 52 Session 53 Session 54
Balkanization | Regulating Interception, | Cyber Ethics Protecting Self
of the and Snooping & in Today’s Children & Regulation
Internet & preventing | Monitoring— | Cyberspace Women in and
Current Cyber Fraud | the New Age Cyberspace — | International
Challenges | & Financial | Governance The Building | Best Practices
Losses in Tools Blocks of the | concerning
Cyberspace Net Cyberspace-
Generation Relevance
Internet and Impact
Session 55

Emerging Challenges in Cyberspace And

The Way Forward
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The C.A Dipak Misra said that It is tThe obligation of the Stale to strengthen its cyberiaws.

NEW DELHI: Chief Justice of India Dipak Misra on Wednesday said there is a need 1o
concentrate on the emerging legal, policy and regulatory Issues concerning cyberspace and
It Is the State’s obligation to strengthen Its cyberlaws.

Justice Misra, who inaugurated the ‘International Conference on Cyberlaw, Cybercrime and
Cybersecurity’, said that while ing the f of an ional committee for
cybersecurity, the Indian concept of constitutional sovereignty cannot be diluted.




LUBINDA DEFENDS CYBER SECURITY LAWS

By Joshua jere - November 15,2018 @ 3N

n u H STAY CONNECTED

Justice Minister Given Lubinda says cyber security laws are not meant to curb freedomn of
expression.

Mr. Lubinda says the internet is meant to improve the lives of the people.

He is however saddened that some people are using the internet to harm others.
LATEST ARTICLE

Mr Lubinda was speaking at the inter- Ministerial Conference on Cyber law, Cyber Crimes
and Cyber Security in New Delhi, India.
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Contact Us

International Conference on Cyberlaw, Cybercrime &Cybersecurity
S-307, Lower Ground Floor,

Greater Kailash-1, New Delhi-110048

India

+91 11 46584432, 46584441

www.cyberlawcybercrime.com

info@cyberlawcybercrime.com

https://www.facebook.com/CyberlawConference/

OoReE

https://twitter.com/CyberlawConf




