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To

The Secretary,
Ministry of Statistics and Programme Implementation,
Government of India, Sardar Patel Bhawan,
Sansad Marg, New Delhi - I 10001

CYBERLAW, CYBERCRIME & CYBERSECURITY, 2019

Dear Sir,
Dw(e s>) B(D9DD)

L,

I write this letter to request academic support of your esteemed Ministry for the Internat nal
Conference on Cyberlaw, Cybercrime & Cyber Security 2019

n b
P

L

The Intemational Conference on Cyberlaw, Cybercrime & Cyber Security is taking plac
2o'h to 22"d November, 2019 at New Delhi, India. The Intemati onal Conference on C erlaw,
Cybercrime & Cyber Security is being organized by Cyberlaws.Net and Pa
Associates, Advocates, Supreme Court of India.
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Last year, the Intemational Conference on Cyberlaw, Cybercrime & Cybersecurity, or by
Cyberlaws.Net and Pavan Duggal Associates, Advocates was held from 14

rh to 16
dt November,

201 8 at New Dethi.

The International conference on cyberlaw, cybercrime & cybersecurity 2018 was an important
milestone as it furthered the global discussions on various important issues conceming
cyberspace today. The conference had 54 different sessions on cutting-edge issues facing
nations, corporates, societies, individuals and other stakeholders. The theme ofthe Intemational
conference was "working towards a cyber Secure, A(ificial Intelligence Ecosystem". Some of
the important key areas discussed in the conference included Artificial Intelligence, cyber
Security, Intemet of Things, Blockchains, Cyber Resilience, Cyber Sovereignty, Evolving
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Norms of Behavior in Cyberspace, Darknet, Compliances for Corporate Sector, Safeguarding
Critical Information Infrastructure from Cyber Attacks etc.

The Conference was addressed by more than 150 speakers. It was attended by participants from
8l countries including Algeria, Australia, Azerbaijan, Bangladesh, Belarus, Bhutan, Brazil,
Botswana, Bulgaria, Cambodia, Chile, China, Czech Republic, Democratic Republic of Congo,
Ecuador, Egypt, Estonia, Ethiopia, France, Fiji, Gambia, Germany, Georgia, Ghana, Guyana,
Hungary, India, Iran, Israel, Italy, Jamaica, Japan, Jordan, Laos, Lesotho, Liberia, Lithuania,
Luxembourg, Malawi, Malaysia, Malta Mauritius, Myanmar, Namibia, Nepal, Norway, Niger,
Nigeria, Oman, Portugal, Romania" Russia, Samoa, Scotland, Senegal, Seychelles, Siena Leone,
Singapore, Spain, Somalia, South Africa, South Korea, Sri Lankq St. Lucia, Swaziland, Sweden,
Switzerland, Syria, Tanzania, Thailand, Tunisia, Turkmenistan, Uganda" United Kingdom,
United States of America, Uzbekistan, Venezuela, Vietnam, Yemen, Zambia, Zimbabwe.

The Conference was historic inasmuch as it came up with the Outcome Document. The
Outcome Document encapsulated various recommendations provided in different sessions ofthe
Conference. The Outcome Document was elaborately commented upon and thereafter was
approved by the participants of the Intemational Conference on Cyberlaw, Cybercrime &
Cybersecurity.

The Intemational Conference on Cyberlaw, Cybercrime & Cyber Security shall aim to examine
some of the important aspects pertaining to evolving jurisprudence conceming Cyberlaw,
Cybercrime & Cyber Security.

The lnternational Conference on Cyberlaw, Cybercrime & Cybersecurity has been supported by
more than I l0 international and national organizations. These include UNESCO, ITU, UNU-
EGOV in the UN Family, as also by Council of Europe, Europol Cybercrime Centre, Interpol,
Internet Corporation for Assigned Names & Numbers (CANN), Intemet Society, World
Federation of Scientists, International Association of Prosecutors, Clobal Prosecutors E-Crime
Network, Asia Cloud Computing Association.

The Conference has also been supported by the Ministry of Extemal Affairs, Covemment of
India; Ministry of Electronics & Information Technology, Government of India; Ministry of Law
& Justice, Govemment of India; Department of Consumer Affairs, Govemment and the Ministry
of Housing and Urban Affairs, Government of lndia.

I am enclosing herewith Brochure of the Conference 2019 for your perusal. More about the
lnternational Conference on Cyberlaw, Cybercrime & Cybersecurity is available
at .c berlawcvbercrime.com

I would request your distinguished Ministry to be the academic supporter of the International
conference on cyberlaw, cybercrime & cybersecurity. For the purposes of academic support,
we are expecting the following from your Ministry:-

a) Logo support of your Ministry so that it could be displayed on the conference backdrop
and also on the conference website. we could give link to the official website of your
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Ministry. In addition, we would request your Ministry to provide a link to the conference
website on its website.

b) We could request your Ministry to nominate speakers who could potentially be invited to
come and address the Conference.

c) Ifyour Ministry has any specific papers, publications or articles that it wishes to circulate
to the attendees ofthe Conference, the same could also be supplied so that the same could
be put in the Conference kit and circulated amongst the attendees ofthe Conference.

d) We further want to showcase the work done by your Ministry in the overall cyber
ecosystem. We distinctly believe that reinvention ofthe wheel is ofno consequence and
all stakeholders have to come together for the purposes of working together to deal with
complex challenges thrown up by the Cyberlaw, Cybercrime & Cybersecurity ecosystem.

Looking forward to your favourable response in this regard.

Thanking you

Yours faithfully

Dr. Pavan Duggal,
President, Cyberlaws.Net
Advocate, Supreme Court of India
Conference Director, Intemational Conference on Cyberlaw, Cybercrime & Cybersecurity
+91 9810271805 / 9871776180
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ABOUT THE COI\IrERENCE

The Intemational conference on cyberlaw, cybercrime & cyber security 2019 aims to examine and
analyze.the, emerging cyberlaw, cybercrime and cybersecurity trends of today,s times. The
Intemational Conference will be attended by various intemational delegates and speakers as atso
representatives fiom the national Diaspora representing the stakeholders in the digitai ecosystem and
alive web' These would include representatives from the Central Govemment & State Govemments,
various Ministries, [,aw Enforcement Agencies, police, Business, Information Technotory, corporate
Sector, Academicians, scholars, Service providers, International organizations -a i'irting,rlrn.a
thought leaders.

The Intemational conference on cyberlaw, cybercrime & cybersecurity has been supported by more
than I l0 intemational and national organizations.

WHAT TO EXPECT FROM THE CONFERENCE

a

CONFERENCE IS E)CECTED TO BE ADDRESSED BY MORE THAN 150
SPEAKERS

WONDERFI,IL OPPORTI]NTIY TO NETVYORK WITH INTERNATIONAL
THOUGHT LEADERS T'IIDER ONE ROOF

GREAT PLACE FOR NETWORKING WTIH IIIDIAN POLICY MAKERS,
GOVERIIMENT OtrT'ICIALS, CORPORATE THOUGET LEADERSAND OTIIER
STAKEHOLDERS

REASONS TO ATTEND

GET TO KNOW SOME OF TIIE IMPORTA}IT TRDNDS IN CYBERLAW,
CYBERCRIME & CYBERSEC(ruTY

I\IETWORK AND BUILD YOI,]R BUSI}IESS CONTACTS

Yof s* 1100 peopte are expected to attend the event which consists of Govemment
leaders, representatives from Law Enforcement Agencies, Govemment bodies, Security
Professionals, Lawyers, Jurists, cybercrime Investigators, corporate leaders from iublic ani
Private Sector who wilr congregare in New Delhi fio]n zo6 to z)" uor..*i, r0 i'r. 
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GAIN KNOWLEDGE AI\D LEARN BEST PRACTICES

Opportunity to engage in fascinating dialogues on Cyberlaw, Intemet of Things, Cybercrime,
Big Data Artificial Intefligence, cyuer security, Robotics and other i.po.t niur"Jr- 
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SNAPSHOTS OF PREVIOUS CONFERENCES
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Internatiooal Conference oa Cybe,daw, Cybercrime & Cybernecurity ?016

Intemational Confereace on Cybedaw, Cybetctime & Cybetsecurity 201?
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Iotemational Conference on CyberlawJybercrime & Cybenecudty 201g
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LUBINDA DEFENDS CYBER SECURIry LAWS
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Contact Us

hternationrl Conference on Cyberlaw, Cybercrime &Cybercecurity
S-307, Lower Ground Floor,
Greater Kailash-1, New Delhi-l 10O48
India

N +st tt 46s84432,465E4441

l,!l *uu,.cvberlawcvbercime.com

E! info@cvberlawcybercrime.com

E https://www.facebook.com/C),berlawConference/

E https:ztwitter.comlcvberla,rconf


